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@ Counter-example explaining the controller failure

Query GLM for steps and substeps -
Automated expansions and pruning of substeps _
Refinement

s the road
Look both ways before crossing the road. InPUt-
" there are no cars coming, proceed to cross the road. “Cross the road”
: road .

are cars coming, wait for them to pass before crossing

Substeps for: [1] Look both ways before crossing the road.
1.1] Face the direction you want to cross the road in.

s/ [1.2] Look to the left.
1.3] Look to the right.
1 If there are no cars coming, proceed to [2]. If there are car coming , eed to [3].

" S proc
Parse sentences, extract keywords
| ‘ query
[1] <look way> <before> <cross road>
[2] <if> <no car come> <proceed cross road>

[3] <if> <car come> <wait> <pass> <before> <cross road> response

[1.1] <face direction want cross road>

[1.2] <look left>

[1.3] <look right>
[1.4] <if> <no car come> <proceed> <if> <car come> <proceed>

GLM2FSA Model and Specification

Build finite state automata from substeps

Q = {qu’ q12’ q13’ q14’ }
P = {car come, pass, ...}
A = {face direction, look left, look right, ...}

* Investigate the suitability of recently  « Demonstrate the utility in examples
developed techniques in the of protocols for preserving security
Intersection of pre-trained generative and/or privacy.
models and formal methods for * Refinement (automated or human-
synthesizing verifiable strategies for In-the-loop) guided by the outcome
sequential decision-making. of verification

Secure multi-party computation Connecting to a virtual private network

1[Steps for: Connecting to a virtual private network
2| [1] Establishing a connection. after the
3] [2] Encrypting data. R

4| [3] Routing through the VPN server. initial query

5/ [4] Receiving data back.
l

ps for: secure multi-party computation
Define problem and inputs.
Secret sharing of inputs.
Compute secret shares.
Reconstruct the final result.
Output verification.
Decrypt the final result.

- encrypt data
- decrypt data

¢ = ( encrypted — ¢ decrypt data ).

ubsteps for: [2] Secret sharing of inputs.
2.1] Generate random secret shares.
Securely store secret shares.

encrypt data

. _ Verification: The initial automaton does
steps for: [3] Compute secret shares. . i _
Encrypt secret share. not act “decrypt data” when the data is

Distribute encrypted shares.

Compute ciphertext. encrypted.

Broadcast result.

decrypt data

1iRefine the following steps to ensure "eventually decrypt data":
2| [1] Establishing a connection.

3| [2] Encrypting data.

4| [3] Routing through the VPN server.

5/ [4] Receiving data back.
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7| [1] Establishing a connection.

8| [2] Encrypting data.

9| [83] Routing through the VPN server.
10| [4] Receiving and decrypting data.
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