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Currently around half of the of the world’s population own smartphones

or some type of touchscreen smart devices. Smartphone are responsible

for most of the data being generated across the globe from messaging to

web browsing, to instore purchasing. By using analytical features

smartphones can tailor their settings based on the users’ interactions

with their applications. The user interaction can be sued to create a

profile of the smartphone user. This in turn makes smartphones high risk

items for theft and intrusion due their ability to connect to internet. In

this research, we apply a randomized decision tree on touch analytics

dataset [Frank et al.] to identify the users. In this effort, we were able to

achieve 99%-100% testing accuracy through this algorithm.
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Conclusion

• Our solution shows that with a baseline decision tree we can classify users

via touch screen data

• In the future we plan to add more features and designs to our tree to create

a more stable and through look into the set data.

• We will also be continuing the search for more or create more detailed

dataset, looking to find ones with more available features and attributes so

that we can used that material to further supplement the accuracy of our

accuracy of our algorithms so that we can reach 100% accuracy

Related Works

• This research proposes Randomized decision tree forest, with 10 cross

validation folds and a confusion matrix to help identify multiple

attributes and features and perform tasks. This architecture is used to

classify between the different users.
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